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CVE-2024-3272 ** UNSUPPORTED WHEN ASSIGNED ** A vulnerability, which was classified as very critical, has been found in D-Link DNS-320L, DNS-325, DNS-327L and DNS-340L up to 20240403. This issue affects some unknown processing of the file /cgi-bin/nas_sharing.cgi of the component HTTP GET Requ...




NA




CVE-2024-3274 ** UNSUPPORTED WHEN ASSIGNED ** A vulnerability has been found in D-Link DNS-320L, DNS-320LW and DNS-327L up to 20240403 and classified as problematic. Affected by this vulnerability is an unknown functionality of the file /cgi-bin/info.cgi of the component HTTP GET Request Handl...




NA




CVE-2024-3139 Computer Laboratory Management System version 1.0 suffers from an insecure direct object reference vulnerability.




NA




CVE-2024-3140 Computer Laboratory Management System version 1.0 suffers from a persistent cross site scripting vulnerability.




NA




CVE-2024-31105 Cross-Site Request Forgery (CSRF) vulnerability in Adam Bowen Tax Rate Upload allows Reflected XSS.This issue affects Tax Rate Upload: from n/a up to and including 2.4.5.






NA




CVE-2024-31109 Cross-Site Request Forgery (CSRF) vulnerability in Toastie Studio Woocommerce Social Media Share Buttons allows Stored XSS.This issue affects Woocommerce Social Media Share Buttons: from n/a up to and including 1.3.0.






NA




CVE-2024-3151 A vulnerability, which was classified as problematic, was found in Bdtask Multi-Store Inventory Management System up to 20240325. Affected is an unknown function of the file /stockmovment/stockmovment/delete/ of the component Stock Movement Page. The manipulation leads to cross-s...




NA




CVE_2023_37466 CVE_2023_37466

1 Github repository


NA




CVE-2024-3258 A vulnerability was found in SourceCodester Internship Portal Management System 1.0. It has been classified as critical. This affects an unknown part of the file admin/add_activity.php. The manipulation of the argument title/description/start/end leads to sql injection. It is pos...




NA




CVE-2024-3252 A vulnerability classified as critical has been found in SourceCodester Internship Portal Management System 1.0. This affects an unknown part of the file admin/check_admin.php. The manipulation of the argument username/password leads to sql injection. It is possible to initiate t...
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CVE-2024-3541CVE-2024-21509CVE-2024-3525CVE-2024-3273CVE-2024-1086command injectionCVE-2024-30723open redirectpath traversal    
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        Vulnerability Notification Service
        You don’t have to wait for vulnerability scanning results
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                        Vulmon Search

                        
                            Vulmon Search is a vulnerability search engine. It gives comprehensive vulnerability information through a very simple user interface.
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